The conference welcomes papers on the following (but not limited to) -

research topics:

Cyber Security

Distributed and Pervasive Systems Security
Formal Methods Application in Security
Incident Handling and Penetration
Multimedia and Document Security
__Privacy
Secure Software Development, Architecture and Qutsourcing
~ Security of Web-based Applications and Services
. VOIP, Wireless and Telecommunications Network
- Enterprise Systems Security

Hardware-Based security '
Leqal lssues

* Operating Systems and Database Security
SCADA and Embedded systems segurity
Security for Future Networks o
Security protocols

-

Cyber F’Eacefare-and.Pstmal Securlty

Authentication and Access Control Systems
*  Biometrics standards and standardization

ElectronicPassports, Naﬁal ID,and Smart Card Security
Social Englneermg

Template Protection and Liveliness Detection
Biometrics Applications

Cyber Peacefare Trends and Approaches
New theories and algorithms in biometrics
Surveillange Systems
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All registered papers will be published in SDIWC Digital Library

Contact; infosec17@sdiwc.net

http://sdiwc.net/conferences/3rd-international-conference-information-security-cyber-forensics/
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Information Assurance and Security Management

Business Continuity & Disaster Recovery Planning
Critical Infrastructure Protection
Digital Rights Management and Intellectual Property Protection

Fraud Management
Laws and Regulations
Threats, Vulnerabilities, and Risk Management

Corporate Governance
Decidability and Complexity -
Economics of Security
, Identity Management
Securlty Policies and Trust Management

Digital Forensic
, Ainti-Forensics and Anti-Forensics Techniques
Data leakage protectlon and Database forensics
Executable Content and Content'lfﬂte'nng e

Forensics of Virtual and Cloud Environments T ks “, we' e ' ¢ X '
Investigation of Insider Attacks _ " G :
Malware Forensics and Ant- Malwaretechmques ”””” T T o gyt b e
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Cyber-Crimes . 5
Fvidentiary Aspects ofDigital Forensics Y i L8 ;
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Information Hiding
Large-Scale Investigations |
Network Forenm’s aTd Traffic Analysis Hardwar‘t: Vdlnerabiltes and Device Forensics
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